
PRIVACYSTATEMENT 
 

 

INFORMATION 

Foodworld Sandostine 

Chamber of Commerce number: 04044646 

Telephone number: +31 (0)59 93 45 00 

Contact person for privacy matters: Mrs C. Sandostine Trujillo-Jeuring 

Available at e-mail address: christine@foodworld-sandostine.com 

 

The other (contact) information is available on the website: www.foodworld-sandostine.com 

In this Privacy Statement, we refer to ourselves as “Foodworld Sandostine”, “us”, “we”, or “our”. In this Privacy Statement 

the “data subject” is the person whose personal data we process. 

 

WEBSITE 

When we refer to the website, the above-stated website is intended. 

 

COOKIES 

On our website, we use cookies. Cookies are small text files that are permanently placed on your computer, tablet or 

mobile phone when you visit our website. These cookies give us insight into how we can improve the website for 

optimal use. Based on this information, we can adapt the website to ensure optimal use. You can remove cookies 

with you Internet browser. You can also configure your Internet browser so that cookies are removed by default. 

We use the following cookies: 

 Google Analytics (collection and analysis of statistics). In this, there are no or only minor consequences for the 

privacy of the visitors to the website. 

With these, we process no full IP addresses and no full IP addresses or other data is shared with Google. These 

cookies are stored for fourteen months. 

 

 

PERSONAL DATA 

a. General and purposes  

The processing of personal data by us is carried out for a number of purposes.  

I. The first purpose is the processing of personal data of (potential) suppliers, customers or interested 

parties that leave their (contact) information on the website. We receive this data when someone 

completes the contact form on the website via the “contact” page. We use this personal data only to 

possibly contact a customer. 

 

II. The second purpose is the processing of personal data of our suppliers and customers to execute the 

agreements concluded with our customers. We must, of course, maintain contact with customers, 

make agreements with them and execute these agreements.  

 

III. The third purpose is that we send people our presentations/quotations or other information. We ask 

for consent in advance to do this. 

 

IV. The fourth purpose is the improvement of our service provision and the optimal functioning of our 

website. That is why we also use cookies (see Cookies) on our website. 

 

b. Which personal data  

c. The personal data that we process includes: 

Of our customers and suppliers: 

 Name, address and city/town 

 Contact persons 

 Telephone number and e-mail address 



 IBAN number 

 Chamber of Commerce number 

 financial, invoicing and payment information related to the agreements 

 

d. Sharing with third parties  

We only share personal data with third parties that are related to the agreements, insofar as this is necessary in 

the context of the stated purposes. We supply address information to transporters for the delivery of goods. 

We also provide personal data to third parties when we are required to do so due legal order or legal 

judgement, for example. Sandostine has taken all the necessary measures that ensure that the sharing of 

personal data is adequately protected. 

 

e. Hosting and service providers For the processing of personal data, we use software that is made available by 

one or more third parties for whom we supply support services. We also use ICT service providers. It is possible 

that these entities (often for a limited time) have access to personal data. The personal data is stored on a 

server. 

 

f. Periods We store the personal data for the foll0wing periods: 

- Personal date that is necessary or useful for our legal position is stored for 6 years.  

- Data that we receive via the “contact” page of the website is removed if and as soon as it is clear that 

the moments of contact that are derived from this will not lead to an agreement.  

- For fiscal data, we use the periods that the Dutch tax authority uses.  

- Under the “Cookies” header, a storage period is also stated. 

- We do not store personal data any longer than necessary. 

 

g. Who do we receive personal data from?  We receive personal data via our website (“contact” page) and via 

our (potential) customers and suppliers. 

 

 

PROTECTION OF PERSONAL DATA 

Personal data is processes in a secured environment and stored within the European Union. For this, we have taken 

security measures at various levels. We will periodically examine the level of security and if necessary, make 

adjustments. 

 

 

RIGHTS OF THE DATA SUBJECT 

The data subject has numerous rights in accordance with the General Data Processing Regulation (GDPR). In short, it 

concerns the following: 

 Information and access: you can request to have access to the personal data we process and we would be more 

than happy to tell you why we process this personal data. 

 Rectification: if we have incorrect personal data pertaining to you we will adapt it upon your request. 

 Removal: upon your request to remove your personal data, we are required to remove this personal data. It is 

possible that we are required to keep some of the personal data for certain purposes. 

 Limitation: if you have the idea that we process your personal data unlawfully or incorrectly, you can request to 

limit the processing thereof. 

 Objection: you have the right to object to the processing of your personal data. 

 

The exact content of these rights and possible limitations thereof can be found in the GDPR. We are bound to that 

which concerns these rights in the GDPR. 

 

 

COMPLAINTS 

If you believe that your privacy rights are being violated, you have the right to file a complaint with the Personal 

Data Authority (https://autoriteitpersoonsgegevens.nl). 

https://autoriteitpersoonsgegevens.nl/


DATA LEAKS 

If a data leak has occurred in connection to the personal data we will report it without any reasonable delay to the 

Personal Data Authority, unless it is unlikely that the leak will result in risk to the rights and freedoms of natural 

persons. 

If the leak of personal data does involve a high risk to the right and freedoms of natural persons, we will immediately 

inform the data subject of the leak.  

 

 

PRIVACY STATEMENT VERSION 

This Privacy Statement was last modified on 22 October 2018.  

 


